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1	Decision/action requested
This discussion paper provides additional justification and background information for the Revised SID on enablers for Zero Trust Security S3-240765.
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3	Rationale
3.1		Introduction
In Rel-18, SA3 studied the applicability of the Zero Trust Security principles in mobile networks, as captured in TR 33.894 [2]. At SA#102 (December 2023, Edinburgh) the Rel-19 SID on enablers for Zero Trust Security [3] was agreed. However, both the completed Rel-18 and the Rel-19 SID only consider the core network. In order to complete SA3's study of the Zero Trust Architecture in a timely manner, the study of the RAN interfaces should not be postponed to a later release but be addressed in Rel-19.
3.2		Interfaces in scope
The RAN and RAN-CN interfaces in scope are Xn, F1, E1, N2 and N3, see the architecture figures  3.2-1, 3.2-2, 3.2-3 below.


[bookmark: _CRFigure6_11]Figure 3.2-1, copy of Figure 6.1-1 in TS 38.401 [4]: Overall architecture



[bookmark: _CRFigure6_1_21_Overallarchitecturefors]Figure 3.2-2, copy of Figure 6.1.2-1 in TS 38.401 [4]. Overall architecture for separation of gNB-CU-CP and gNB-CU-UP 





Figure 3.2-3, copy of Figure 4.2.3-1 in TS 23.501 [5]: Non-Roaming 5G System Architecture
3.3	Intended clause structure for the Technical Report
The intention is to use the structure of clause 5.1 in TR 33.894 [1]. In TR 33.894 [1], it was used to study the applicability of the NIST ZTA tenets to the 5G core network. The same clause structure can be used to study the applicability of the tenets to the RAN and RAN-CN interfaces in scope.
4	Detailed proposal
This discussion paper provides additional justification and background information for the Revised SID on enablers for Zero Trust Security S3-240765.
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